
 

 

Issue severity Products affected 
  High. Act immediately  

 B901 
 D9412GV3/D7412GV3 
 D9412GV2/D7412GV2 
 D9412G/D7412G 
 

  
Medium. Bosch Security Systems strongly 
recommends you take the action(s) 
described below. 

  Low. Advisory 

 
 
May 19, 2015 
Issue 
The B901 with firmware v1.03.037 does not properly 
execute Access Granted-based custom functions when 
connected to a pre-GV4 compatible control panel (refer to 
Products affected for a list of affected control panels). If 
the door operation should execute a custom function on 
an Access Granted event, the function does not run.   
 
This issue does not apply to B9512G/B8512G control 
panels or to D9412GV4/D7412GV4 v1.xx and higher 
control panels. 
 
Resolution 
To resolve this issue, do one of the following: 
• Use a D9210C Access Control Module instead of a 

B901. Exchange B901 units for D9210C by calling 
(800) 366-2283. 

-or- 
• Update the B901 to firmware v1.03.050 when it 

becomes available. When available, download the 
firmware from the Software tab of the B901 product 
page on www.boschsecurity.com, and follow the 
instructions for updating the B901 firmware using 
RPS. 
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